
Avalara Brasil – Assessoria e Consultoria Tributária e Tecnológica Ltda. Services Data Processing Agreement

Effective October 30, 2025

This Avalara Brasil – Assessoria e Consultoria Tributária e Tecnológica Ltda. Services Data Processing Agreement (“DPA”) is
incorporated into the Contract between Avalara Brasil – Assessoria e Consultoria Tributária e Tecnológica Ltda. (“Avalara” or “us”
or “our”) and Customer. If a provision of this DPA conflicts with a provision of the Contract, the provision in this DPA governs.
Capitalized terms used and not otherwise defined in this DPA have the meanings provided in the Contract.

1. Except as amended by this DPA, the Contract will remain in full force and effect.

2. To the extent that the terms of this DPA and the Contract conflict, the terms of this DPA prevail.

3. This DPA will automatically expire on the termination or expiration of the Contract.

Avalara serves enterprises, public sector entities and other organizations (“Customer”) and protects Services Data in compliance
with the terms of this DPA. “Services Data” means personal data relating to named or identifiable individuals that Customer’s
authorized users (“Authorized Users”) provide in compliance with applicable law and our applicable service agreements or other
commercial contract terms (“Contract”) when Customer uses our service offerings and related data processing services as
described in our data sheets, service specifications, and other technical documentation, as amended from time to time
(“Services”).

1. Control and Ownership. Customer owns and controls all Services Data. Services Data is disclosed by Customer to Avalara only
for the limited and specified business purposes of assisting Customer in complying with tax and financial obligations. Avalara
does not use, retain, or disclose Services Data, except: (a) in the interest and on behalf of Customer; (b) as necessary to provide the
Services, or (c) as
contemplated or directed by the Contract. Avalara returns or deletes Services Data at Customer’s request, as agreed in the
Contract, or after the Contract expires or is terminated, subject to applicable law.

2. Security. Avalara applies technical, administrative and
organizational data security measures that meet or exceed
the requirements described in Avalara’s Technical and
Organisational Measures in Exhibit 1, Annex II (“TOMs”).
Avalara may update and modify its TOMs from time to time,
provided that Avalara shall not materially reduce the level of
security provided thereunder, except with Customer’s
consent.

2. Segurança. A Avalara aplica medidas técnicas,
administrativas e organizacionais de segurança de dados que
atendem ou excedem os requisitos descritos nas Medidas
Técnicas e Organizacionais da Avalara no Apêndice 1, Anexo
II (“Medidas de Segurança”). A Avalara pode atualizar e
modificar essas Medidas de Segurança periodicamente,
desde que não reduza materialmente o nível de segurança
fornecido, exceto com o consentimento do Cliente.

3. Cooperation with Compliance Obligations. At Customer’s
reasonable request, Avalara will (a) reasonably assist
Customer with data access, deletion, portability and other

3. Cooperação com Obrigações de Conformidade. A pedido
razoável do Cliente, a Avalara irá (a) auxiliar razoavelmente o
Cliente com solicitações de acesso, exclusão, portabilidade e



requests, subject to compensation for any custom efforts
required of Avalara and (b) enter into additional contractual
agreements to meet specific requirements that are imposed
by mandatory laws on Customer pertaining to Services Data
and that, due to their nature, can only be satisfied by Avalara
in its role as service provider or that Customer specifically
explains and assigns to Avalara in an addendum or
amendment to the applicable Contract, subject to additional
cost reimbursement or fees as appropriate. If Customer can
no longer legally use Avalara’s products due to changes in
law or technology, Avalara shall allow Customer to
terminate certain or all contracts and provide transition or
migration assistance as reasonably required, subject to
termination charges and fees as mutually agreed in good
faith by the parties.

outras relativas a dados, sujeita à compensação por eventuais
esforços personalizados exigidos da Avalara; e
(b) celebrar acordos contratuais adicionais para atender
requisitos legais obrigatórios ao Cliente em relação aos
Dados dos Serviços e que, devido à sua natureza, só podem
ser cumpridos pela Avalara como prestadora de serviços, ou
que o Cliente expressamente explique e atribua à Avalara em
aditivo ou emenda ao Contrato aplicável, sujeito a reembolso
ou taxas adicionais, conforme apropriado. Caso o Cliente não
possa mais utilizar legalmente os produtos da Avalara devido
a mudanças na legislação ou na tecnologia, a Avalara
permitirá ao Cliente a rescisão de determinados contratos e
prestará assistência razoável para transição ou migração,
sujeita a cobranças e taxas de rescisão acordadas de boa-fé
pelas partes.

4. Submit to Audits. Avalara submits to reasonable data
security and privacy compliance audits subject to
reasonable precautions and safeguards for the data of
other customers. This includes a right for Customer to take
reasonable and appropriate steps to help ensure that
Avalara uses the Services Data in a manner consistent with
Customer's legal obligations and the right, upon notice, to
take reasonable and appropriate steps to stop and
remediate unauthorized use of Services Data.

4. Submissão a Auditorias. A Avalara se submete a auditorias
razoáveis de conformidade com segurança de dados e
privacidade, sujeitas a precauções razoáveis para proteger
dados de outros clientes. Isso inclui o direito do Cliente de
tomar medidas razoáveis e apropriadas para assegurar que a
Avalara use os Dados dos Serviços de forma compatível com
as obrigações legais do Cliente e, mediante notificação, tomar
medidas para interromper e remediar qualquer uso não
autorizado dos Dados dos Serviços.

5. Notify Breaches. Avalara notifies Customer of
unauthorized access to Services Data and other security
breaches as required by applicable law.

5. Notificação de Incidentes. A Avalara notificará o Cliente
sobre acessos não autorizados aos Dados dos Serviços e
outras violações de segurança, conforme exigido pela
legislação aplicável.

6. No Information Selling or Sharing for Cross‐ Context
Behavioral Advertising; Compliance with the CCPA. Avalara
does not accept or disclose any Services Data as
consideration for any payments, services or other items of
value. Avalara does not sell or share any Services Data, as
the terms “sell” and “share” are defined in the California
Consumer Privacy Act of 2018, as amended, including by
the California Privacy Rights Act (“CCPA”). Avalara
processes Services Data only for the business purposes
specified in the written Contract. Avalara does not retain,
use, or disclose Services Data (a) for cross‐ context
behavioral advertising, or (b) outside the direct business
relationship with the Customer. Avalara does not combine
Services Data with other data if and to the extent this would

6. Proibição de Venda ou Compartilhamento para Publicidade
Comportamental Cruzada; Conformidade com a CCPA. A
Avalara não aceita nem divulga Dados dos Serviços em troca
de pagamentos, serviços ou outros itens de valor. A Avalara
não vende nem compartilha quaisquer Dados dos Serviços,
conforme os termos “vender” e “compartilhar” são definidos
na Lei de Privacidade do Consumidor da Califórnia de 2018,
conforme alterada pela Lei de Direitos de Privacidade da
Califórnia (California Privacy Rights Act - “CCPA”). A Avalara
trata os Dados dos Serviços apenas para os fins comerciais
especificados no Contrato por escrito. A Avalara não retém,
usa ou divulga os Dados dos Serviços: (a) para publicidade
comportamental cruzada; ou (b) fora do relacionamento
comercial direto com o Cliente. A Avalara não combina Dados



be inconsistent with limitations on service providers or
contractors under the CCPA. Avalara will comply with the
obligations on service providers under the CCPA and
provide the same level of privacy protections required of
Customer under the CCPA. If Avalara determines it can no
longer meet its obligations under the CCPA or its
implementing regulations, it will notify Customer. Avalara
understands the restrictions in this Section 6 and certifies it
will comply with the same. If Avalara receives deidentified
Services Data, Avalara will not attempt to reidentify the
information except as permitted by the CCPA.

dos Serviços com outros, caso isso contrarie as limitações
impostas aos prestadores de serviço pela CCPA. A Avalara
cumprirá com as obrigações aplicáveis aos prestadores de
serviço conforme a CCPA e fornecerá o mesmo nível de
proteção à privacidade exigido do Cliente. Se a Avalara
determinar que não pode mais cumprir tais obrigações,
notificará o Cliente. A Avalara entende as restrições desta
Seção 6 e certifica seu cumprimento. Caso receba Dados dos
Serviços anonimizados, a Avalara não tentará reidentificá-los,
exceto quando permitido pela CCPA.

7. Personal Data subject to the GDPR, the LGPD, or similar
laws: With respect to any Services Data that is subject to
the EU General Data Protection Regulation (GDPR), the
Brazilian Data Protection Legislation - Law No. 13,709/2018
(LGPD) or similar laws of other jurisdictions as "personal
data," Avalara accepts the following obligations as a data
importer, processor or sub-processor of Customer
and warrants that Avalara:

7. Dados Pessoais sujeitos ao GDPR, à LGPD ou leis similares.
Com relação a quaisquer Dados dos Serviços sujeitos ao
Regulamento Geral de Proteção de Dados da União Europeia
(GDPR), à Lei Geral de Proteção de Dados Pessoais – Lei nº
13.709/2018 (LGPD) ou legislações similares que tratem
esses dados como “dados pessoais”, a Avalara, na qualidade
de importadora, operadora ou suboperadora de dados, aceita
as seguintes obrigações e garante que:

i. processes the personal data only on documented
instructions from the controller, including with regard to
transfers of personal data to a third country or an
international organisation, unless required to do so by
European Union or EU Member State law or Brazilian law,
including the LGPD, to which the processor is subject; in
such a case, the processor shall inform the controller of that
legal requirement before processing, unless that law
prohibits such information on important grounds of public
interest; also, the processor shall immediately inform the
controller if, in its opinion, an instruction infringes the GDPR,
national data protection laws in the EU, the Brazilian Law,
including the LGPD or other applicable law;

i. Trata os dados pessoais apenas conforme instruções
documentadas do controlador, inclusive no que diz respeito à
transferências de dados pessoais para um país terceiro ou
uma organização internacional, salvo quando exigido pela
legislação da União Europeia ou de um Estado- Membro da EU
ou pela legislação brasileira, incluindo a LGPD, à qual o
operador esteja sujeito; nesse caso, o operador deverá
informar o controlador sobre tal exigência legal antes do
tratamento, a menos que a legislação proíba essa informação
por motivos importantes de interesse público; além disso, o
operador deverá informar imediatamente o controlador caso
entenda que uma instrução infringe o GDPR, as leis nacionais
de proteção de dados da UE, a legislação brasileira, incluindo
a LGPD, ou outra legislação aplicável;

ii. ensures that persons authorised to process the personal
data have committed themselves to confidentiality or are
under an appropriate statutory obligation of confidentiality;

ii. garante que as pessoas autorizadas a tratar os dados
pessoais tenham se comprometido com a confidencialidade
ou estejam sujeitas a uma obrigação legal adequada de sigilo;

iii. takes all measures required pursuant to Article 32 of the
GDPR and to Article 46 of the LGPD (security of processing);

iii. adota todas as medidas exigidas nos termos do Artigo 32
do GDPR e do Artigo 46 da LGPD (segurança do tratamento);



iv. respects the conditions referred to in paragraphs 2 and 4
of Article 28 of the GDPR and Articles 37 to 40 of the LGPD
for engaging another processor;

iv. respeita as condições previstas nos parágrafos 2 e 4 do
Artigo 28 do GDPR e dos Artigos 37 a 40 da LGPD para
contratação de outro operador;

v. taking into account the nature of the processing, assists
the controller by appropriate technical and organisational
measures, insofar as this is possible, for the fulfilment of
the controller's obligation to respond to requests for
exercising the data subject's rights laid down (i) in Chapter
III of the GDPR, including, without limitation, right to access,
rectification, erasure and portability of the data subject's
controller or another auditor mandated by the controller.

v. levando em consideração a natureza do tratamento, auxilia
o controlador por meio de medidas técnicas e organizacionais
apropriadas, na medida do possível, no cumprimento da
obrigação do controlador de responder a solicitações para o
exercício dos direitos dos titulares de dados estabelecidos (i)
no Capítulo
III do GDPR, incluindo, sem limitação, os direitos de acesso,
retificação, exclusão e portabilidade dos dados pessoais do
titular; e (ii) no
controlador ou por outro auditor por ele designado.

8. EU Standard Contractual Clauses: For Services Data that
is subject to the GDPR, Avalara complies with the EU
Standard Contractual Clauses for international transfers in
Commission Implementing Decision (EU) 2021/914 of 4
June 2021 (EU SCCs) for the transfer of personal data
outside the European Economic Area (EEA), Modules 1-3 as
noted below, in Exhibit 1. Under such EU SCCs, Customer
will act as data exporter. Customer may be based within or
outside the EEA. Customer may receive personal data from
the EEA as a controller and as a processor under separate
agreements. Avalara is based outside the EEA, acts as data
importer, provides services to data exporter under separate
commercial agreement(s) and agrees to the EU SCCs as a
processor or sub-processor under Modules 2 and 3. Data
exporter will provide all relevant instructions under Module 2
(as the controller) and under Module 3 (on the controller’s
behalf). Customer instructs Avalara to provide Avalara’s
standard services as described in Avalara’s commercial
terms and service descriptions. For limited business contact
information concerning individual representatives who
provide instructions to Avalara, Avalara agrees to the EU
SCCs as a controller under Module 1.

8. Cláusulas Contratuais Padrão da UE. Para os Dados dos
Serviços sujeitos ao GDPR, a Avalara cumpre as Cláusulas
Contratuais Padrão da UE para transferências internacionais,
conforme a Decisão de Execução da Comissão (UE)
2021/914 de 4 de junho de 2021 (“CCP/UE”), para a
transferência de dados pessoais para fora do Espaço
Econômico Europeu (EEE), Módulos
1 a 3, conforme indicado abaixo no Apêndice 1. De acordo
com essas CCP/UE, o Cliente atuará como exportador de
dados. O Cliente pode estar sediado dentro ou fora do EEE e
pode receber dados pessoais do EEE tanto como controlador
quanto como operador, nos termos de acordos distintos. A
Avalara, sediada fora do EEE, atua como importadora de
dados, presta serviços ao exportador de dados nos termos de
contrato(s) comercial(is) separado(s) e concorda com as
CCP/UE como operadora ou suboperadora, conforme os
Módulos 2 e
3. O exportador de dados fornecerá todas as instruções
relevantes sob o Módulo 2 (na qualidade de controlador) e
sob o Módulo 3 (em nome do controlador). O Cliente instrui a
Avalara a fornecer os serviços padrão da Avalara conforme
descrito nos termos comerciais e nas descrições de serviço
da Avalara. Para informações de contato comercial limitadas
de representantes individuais que fornecem instruções à
Avalara, esta concorda com as CCP/UE como controladora,
nos termos do Módulo 1.

9. Switzerland: For transfers of Services Data from
Switzerland, Avalara agrees to the EU SCCs as set out in
Section 8 subject to the following amendments: The Federal

9. Suíça. Para transferências de Dados dos Serviços oriundos
da Suíça, a Avalara concorda com as CCP/UE conforme
estabelecido na Seção 8, sujeita às seguintes alterações: o
Comissário Federal de Proteção de Dados e Informação será



Data Protection and Information Commissioner is the
competent supervisory authority in so far as the data
transfer falls under Swiss law. Switzerland is also to be
considered as a Member State within the meaning of the EU
SCCs so that data subjects can file claims according to
clause 18c of the EU SCCs at their habitual residence in
Switzerland. Until the revised Swiss Federal Act on Data
Protection enters into force that does no longer protect data
of legal persons but only data of natural persons, the EU
SCCs also applies to data of legal persons.

a autoridade supervisora competente, na medida em que a
transferência de dados esteja sujeita à legislação suíça. A
Suíça também será considerada como um Estado- Membro
para fins das CCP/UE, de modo que os titulares de dados
possam apresentar reclamações, nos termos da cláusula 18c
das CCP/UE, em sua residência habitual na Suíça. Até que
entre em vigor a nova Lei Federal Suíça de Proteção de Dados
– que
deixará de proteger dados de pessoas jurídicas e passará a
proteger apenas dados de pessoas naturais – as CCP/UE
também se aplicam aos dados de pessoas jurídicas.

10. United Kingdom: With respect to transfers of Services
Data from the United Kingdom of Great Britain and Northern
Ireland to countries not deemed to have adequate data
protection regimes under all laws relating to data protection,
the processing of personal data, privacy and/or electronic
communications in force from time to time in the United
Kingdom of Great Britain and Northern Ireland, Avalara
agrees to the EU SCCs as set out in Section 8 and the
International Data Transfer Addendum to the EU SCCs in
Exhibit 2. Any conflicts between the EU SCCs and the
International Data Transfer Addendum to the EU SCCs shall
be resolved as provided in the International Data Transfer
Addendum to the EU SCCs.
11. Brazilian Standard Contractual Clauses. For Service Data
subject to the LGPD, Avalara agrees to comply with the
Brazilian Standard Contractual Clauses for international
transfers of personal data, as established by Resolution
CD/ANPD No. 19/2024 (“Brazilian SCCs”), reproduced in
Appendix 3 of this DPA. Under the terms of the Brazilian
SCCs, the Client shall act as the data exporter and may be
located either within or outside Brazil. Avalara, located in
Brazil, shall act as the data importer and agrees to the
application of the Brazilian SCCs in the capacity of
processor, providing services to the data exporter pursuant
to the Agreement or other separately executed commercial
agreement(s). The Client instructs Avalara to provide
Avalara’s standard services, as described in its commercial
terms and applicable service descriptions. Without
prejudice, the data exporter shall provide all relevant
instructions under Clauses 2.1 and
3.1 of the Brazilian SCCs (see Appendix 3). For limited
business contact information of individual representatives
who provide instructions to Avalara, Avalara agrees to the
Brazilian SCCs as a controller, pursuant to Clause 1.1.

10. Reino Unido. Com relação às transferências de Dados dos
Serviços do Reino Unido da Grã-Bretanha e Irlanda do Norte
para países que não sejam considerados como tendo regimes
adequados de proteção de dados, nos termos das leis de
proteção de dados, privacidade e/ou comunicações
eletrônicas vigentes no Reino Unido, a Avalara concorda com
as CCP/UE conforme estabelecido na Seção 8, bem como
com o Aditivo Internacional de Transferência de Dados às
CCP/UE, conforme consta no Apêndice 2. Quaisquer conflitos
entre as CCP/UE e o Aditivo Internacional de Transferência de
Dados serão resolvidos conforme previsto no referido aditivo.

11. Cláusulas Contratuais Padrão Brasileiras. Para os Dados
dos Serviços sujeitos à LGPD, a Avalara concorda em cumprir
as Cláusulas Contratuais Padrão Brasileiras para
transferências internacionais de dados pessoais, conforme
estabelecido pela Resolução CD/ANPD nº 19/2024
(“CCP/BR”), reproduzidas no Apêndice 3 deste DPA. Nos
termos das CCP/BR, o Cliente atuará como exportador de
dados, podendo estar sediado dentro ou fora do Brasil. A
Avalara, sediada no Brasil, atuará como importadora de dados
e concorda com a aplicação das CCP/BR na condição de
operadora, prestando serviços ao exportador de dados com
base no Contrato ou em outro(s) contrato(s) comercial(is)
celebrado(s) separadamente. O Cliente instrui a Avalara a
prestar os serviços padrão da Avalara, conforme descrito em
seus termos comerciais e respectivas descrições de serviço.
Sem prejuízo, o exportador de dados fornecerá todas as
instruções relevantes sob as cláusulas 2.1 e 3.1 das CCP/BR
(vide Apêndice 3). Para informações de contato comercial
limitadas de representantes individuais que fornecem
instruções à Avalara, esta concorda com as CCP/BR como
controladora, nos termos da Cláusula 1.1.



12. Integration. This DPA is binding after a Contract has
been signed between Avalara
and Customer, and Customer may collect a signed copy of
this DPA
at here or https://ironcladapp.com/public-
launch/6819960f37abeffd1b5bf505. This DPA shall not
create third party beneficiary rights. Avalara does not accept
or submit to additional requirements relating to Services
Data, except as specifically and expressly agreed in writing
with explicit reference to the Contract and this DPA.

12. Integração. Este DPA passa a ser vinculativo após a
assinatura de um Contrato
entre a Avalara e o Cliente, e o Cliente poderá obter uma cópia
assinada deste DPA
acessando aqui ou https://ironcladapp.com/public-
launch/6819960f37abeffd1b5bf505. Este DPA não cria
direitos de terceiros beneficiários. A Avalara não aceita nem
se submete a exigências adicionais relacionadas aos Dados
dos Serviços, exceto conforme especificamente e
expressamente acordado por escrito com referência explícita
ao Contrato e a este DPA.

13. Notice. Avalara shall provide Customer with legal
notices in writing by email, mail, or courier to the address
provided by Customer. Except as otherwise specified in the
Agreement, all notices to Avalara must be in writing and
sent as follows:

13. Notificação. A Avalara deverá fornecer ao Cliente
notificações legais por escrito, por e- mail, correio ou serviço
de courier, para o
endereço fornecido pelo Cliente. Exceto conforme
especificado de outra forma no Contrato, todas as
notificações à Avalara devem ser feitas por escrito e enviadas
da seguinte forma:

Email: DataPrivacy@avalara.com
Attn: Legal Department
Avalara Brasil – Assessoria e Consultoria Tributária e
Tecnológica Ltda.
Avenida das Nações Unidas, 14261, 5th floor, tower A, suite
117, Vila Gertrudes
São Paulo – SP

E-mail: DataPrivacy@avalara.com A/C: Departamento Jurídico
Avalara Brasil – Assessoria e Consultoria Tributária e
Tecnológica Ltda.
Avenida das Nações Unidas, 14261, 5º andar, torre A,
conjunto 117, Vila Gertrudes
São Paulo – SP

Exhibit 1 Apêndice 1

STANDARD CONTRACTUAL CLAUSES CLÁUSULAS CONTRATUAIS PADRÃO

The EU SCCs, modules 1-3, available at Standard
Contractual Clauses (SCC) | European Commission
(europa.eu) or on a successor website designated by the EU
commission, are incorporated herein by reference.
Customer will provide all instructions under these EU SCCs
as the controller and on the controller’s behalf.

As Cláusulas Contratuais Padrão da UE, módulos 1ª 3,
disponíveis em Standard Contractual Clauses (SCC) |
European Commission (europa.eu) ou em um site sucessor
designado pela Comissão Europeia, são aqui incorporadas
por referência. O Cliente fornecerá todas as instruções sob
estas CCP/UE como controlador e em nome do
controlador.

Where the EU SCCs require that the parties make an
election, the parties make the elections reflected below. Any

Nos casos em que as CCP/UE exigem que as partes façam
uma escolha, as partes adotam as opções refletidas abaixo.
Quaisquer cláusulas opcionais nas CCP/UE que não forem

https://ironcladapp.com/public-launch/6819960f37abeffd1b5bf505
https://ironcladapp.com/public-launch/6819960f37abeffd1b5bf505
https://ironcladapp.com/public-launch/6819960f37abeffd1b5bf505
mailto:DataPrivacy@avalara.com
mailto:DataPrivacy@avalara.com
https://ec.europa.eu/info/law/law-topic/data-protection/international-dimension-data-protection/standard-contractual-clauses-scc_en
https://ec.europa.eu/info/law/law-topic/data-protection/international-dimension-data-protection/standard-contractual-clauses-scc_en
https://ec.europa.eu/info/law/law-topic/data-protection/international-dimension-data-protection/standard-contractual-clauses-scc_en
https://ec.europa.eu/info/law/law-topic/data-protection/international-dimension-data-protection/standard-contractual-clauses-scc_en
https://ec.europa.eu/info/law/law-topic/data-protection/international-dimension-data-protection/standard-contractual-clauses-scc_en
https://ec.europa.eu/info/law/law-topic/data-protection/international-dimension-data-protection/standard-contractual-clauses-scc_en
https://ec.europa.eu/info/law/law-topic/data-protection/international-dimension-data-protection/standard-contractual-clauses-scc_en


optional clauses in the EU SCCs not expressly selected
below are omitted from this DPA.

expressamente selecionadas abaixo estão excluídas deste
DPA:

1. for purposes of Clause 9 of the EU SCCs, Option 2
(‘General authorization’) shall apply and Avalara shall inform
customer in writing of any intended changes to sub-
processors at least 30 days in advance;

1. Para fins da Cláusula 9 das Cláusulas da EU, aplica-se a
Opção 2 (“Autorização geral”), e a Avalara deverá informar o
Cliente por escrito sobre quaisquer alterações pretendidas
aos suboperadores com pelo menos 30 dias de antecedência;

2. in Clause 11 (a) of the EU SCCs, the optional language
shall be deleted; and

2. Na Cláusula 11 (a) das CCP/UE, a linguagem opcional será
excluída; e

3. for purposes of Clause 17 and Clause 18 of the EU SCCs,
the Member State for purposes of governing law, forum and
jurisdiction shall be Luxembourg.

3. Para fins das Cláusulas 17 e 18 das CCP/UE, o Estado-
Membro aplicável à legislação, foro e jurisdição será
Luxemburgo.

Annex I Anexo I

A. LIST OF PARTIES A. LISTA DAS PARTES

For purposes of Annex 1.A (List of Parties) of the EU SCCs:
(i) Avalara processes personal data to provide Services to
Customer and Avalara shall be the ‘data importer’; and (ii)
Customer shall be the ‘data exporter’. Avalara can be
contacted through the Avalara Global Privacy Office at
dataprivacy@avalara.com. Customer provides personal data
to Avalara to obtain Avalara’s Services and can be contacted
through the contact information provided by Customer to
Avalara.

Para fins do Apêndice 1.A (Lista das Partes) das CCP/UE: (i) a
Avalara trata dados pessoais para prestar Serviços ao Cliente
e será a “importadora de dados”; e (ii) o Cliente será o
“exportador de dados”. A Avalara pode ser contatada através
do Escritório Global de Privacidade da Avalara no e-mail
dataprivacy@avalara.com. O Cliente fornece dados pessoais
à Avalara para obter os Serviços da Avalara e pode ser
contatado através das informações de contato fornecidas
pelo Cliente à Avalara.

B. DESCRIPTION OF TRANSFER B. DESCRIÇÃO DA TRANSFERÊNCIA

For the details of the processing of personal data required
for Annex 1.B of the EU SCCs, see below:

Para detalhes sobre o tratamento de dados pessoais exigidos
pelo Apêndice 1.B das CCP/UE, veja abaixo:

MODULE ONE: Transfer controller to controller MÓDULO UM: Transferência de controlador para controlador

Categories of data subjects whose personal data is
transferred

Categorias de titulares de dados cujos dados pessoais são
transferidos

Individual employees and representatives of data exporter
who instruct data importer, send purchase orders, process
invoices, arrange for payment, make support calls, use data

Empregados individuais e representantes do exportador de
dados que instruem a importadora de dados, enviam pedidos
de compra, processam faturas, organizam pagamentos,
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importer's services, and otherwise do business with data
importer.

fazem chamadas de suporte, utilizam os serviços da
importadora de
dados e, de modo geral, mantêm relações comerciais com a
importadora de dados.

Categories of personal data transferred Categorias de dados pessoais transferidos

Business contact information, service usage, payment
status and other information relating to how data exporter
uses data importer's services.

Informações de contato comercial, uso dos serviços, status
de pagamento e outras informações
relacionadas ao uso que o exportador de dados faz dos
serviços da importadora.

Sensitive data transferred (if applicable) and applied
restrictions or safeguards that fully take into consideration
the nature of the data and the risks involved, such as for
instance strict purpose limitation, access restrictions
(including access only for staff having followed specialised
training), keeping a record of access to the data, restrictions
for onward transfers or additional security measures

Dados sensíveis transferidos (se aplicável) e restrições ou
salvaguardas aplicadas, que considerem plenamente a
natureza dos dados e os riscos envolvidos, tais como:
limitação estrita de finalidade, restrições de acesso (incluindo
acesso apenas por funcionários com treinamento
especializado), registro de acessos aos dados, restrições a
transferências subsequentes ou medidas adicionais de
segurança:

Sensitive data is not transferred on a controller-to- controller
basis.

Dados sensíveis não são transferidos em transferências de
controlador para controlador.

The frequency of the transfer (e.g. whether the data is
transferred on a one-off or continuous basis)

Frequência da transferência (por exemplo, se os dados são
transferidos uma única vez ou de forma contínua)

Continuous as initiated by customer in each case as part of
each tax or regulatory audit period during which customer
contracts for Avalara’s Services.

Contínua, iniciada pelo Cliente em cada caso, como parte de
cada período de auditoria fiscal ou regulatória durante o qual
o Cliente contratar os
Serviços da Avalara.

Nature of the processing Natureza do tratamento

Data importer uses data as a controller to do business with
data exporter, sell services, issue invoices, provide technical
support, perform services, address customer questions,
improve services and develop new services and offerings.

A importadora de dados utiliza os dados como controladora
para manter relações comerciais com o exportador, vender
serviços, emitir faturas, prestar suporte técnico, realizar os
serviços, responder a dúvidas dos clientes, aprimorar os
serviços e
desenvolver novos serviços e ofertas.

Purpose(s) of the data transfer and further processing Finalidade da transferência de dados e tratamento posterior

Communications and business collaboration between data
exporter and data importer.

Comunicação e colaboração comercial entre o exportador e a
importadora de dados.



The period for which the personal data will be retained, or, if
that is not possible, the criteria used to determine that
period

Período de retenção dos dados pessoais ou, caso isso não
seja possível, os critérios utilizados para determinar esse
período:

For the term of the contract and so long as data importer
markets additional services to data exporter.

Durante a vigência do contrato e enquanto a importadora de
dados promover serviços adicionais ao exportador.

For transfers to (sub-) processors, also specify subject
matter, nature and duration of the
processing

Para transferências a (sub)operadores, também especificar
objeto, natureza e duração do tratamento:


